USER-CENTRIC :
SECURITY AND TRUST
PRIVACY TOOLS

1. ADDRESS IMPACTS OF S&P
TOOLS

Digital tools to promote S&P give rise
themselves to potential S&P and other legal and
ethical concerns that should be addressed.

2. MONITOR IMPACTS

3. PROMOTE COLLABORATION g

A holistic, interdisciplinary, and collaborative
approach should be taken to research and )\
development with regards to user-centric tools 8 8

that promote user S&P.

4. ENSURE LEGAL COMPLIANCE

5. BE SENSITIVE TO DIVERSITY

When seeking to enhance privacy through S&P tools,
privacy should be understood in a context dependent
way which balances the needs of different individuals
and is sensitive to cultural, ethnic, and socio-economic
differences.

6. INVOLVE END-USERS

7. ADDRESS THE DIGITAL DIVIDE

S&P tools should be developed and promoted in a
way that helps to bridge the digital divide,
particularly catering to those that need them the
most during both development and deployment.

8. BE UNDERSTANDABLE AND
ACCESSIBLE
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Read more at trustaware.eu



